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EXPLOIT MITIGATION
Mitigate software vulnerabilities that allow worms and attackers to enter and/or
traverse an environment

BUSINESS CONTINUITY / DISASTER RECOVERY (BC/DR)
Rapidly resume business operations after a destructive attack

LATERAL TRAVERSAL / SECURING PRIVILEGED ACCESS
Mitigate ability to traverse (spread) using impersonation and credential theft attacks

ATTACK SURFACE REDUCTION
Reduce critical risk factors across all attack stages (prepare, enter, traverse, execute)

COLR—MOHEREIAICE, SEY RGN I BeHOE I EBDBNZINET .

Quick wins: 0-30 Days

i
i
DIRECT ATTACK MITIGATION
RAPID ENABLEMENT
i
i

|
L
DIRECT ATTACK MITIGATION
LONGER ENABLEMENT 1
i
L

Next Quarter + Beyond

Create destruction-resistant backups of your critical systems and data
Immediately deploy critical security updates for OS, browser, & email
Isolate (or retire) computers that cannot be updated and patched
Implement advanced e-mail and browser protections

Enable host anti-malware and network defenses get near-realtime
blocking responses from cloud (if available in your solution)

Implement unique local administrator passwords on all systems
Separate and protect privileged accounts

Validate your backups using standard restore procedures and tools
Discover and reduce broad permissions on file repositories
Rapidly deploy all critical security updates

[

“sw®® 00 00000

Disable unneeded legacy protocols
Stay current — Run only current versions of operating systems and apps

HEREIA(E, Microsoft KNCNBDIENSEIZGEEEE(C/ESNTVEFT L,

1 Hi#h: https://aka.ms/rapidattack
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. T-HE. BLURBIEPVS 22 RR(ATABELICLET .

9. FYRI=IOR—-N TORI BEVY e i TS 3 EOE O RIMET BR0IC. Ty NI — AN TN Z(CHBR— N TORIL. BLUIH—E XDk
—EROHIBREHE EHRERRIAESIE GEY. $14. 8TF) LT,

10. T-5iEIEHAE TOEREY— IV EERLT. EifEH37555TINT NI RIEREETIC v 7y U, BEHEIRLET

11. T7ATIA= W=5— BLUZIYF st S £ S SR OUAREALT. RYNI—I1>TF5ANHFrT A ZADTF 1T B ATET . 2. BLUHE
ZECTRYNI—IT ) AD+1 T BIER WBEICEIR GBER, LR—MER. 181TF) U, BN AY —EAPREEBAT 30T,

12. 5RO THITACIA—SHE Z BT IR T, ERLALOERRZRY N — 0580 T BIEMOTRNEIRL. BHIE. (EELE
7,

13. -5z FHRHAEBRL. R T — DB EREML. MERBROTIA NS — =M AR T 3 RoICEEIN3 IO Y-l
EEHLES .

14. MBHE(CE DT IR DIFAHNRERE (IFR. VY—R, SATLARE) (CPIERTINBHLAEFOHB A IE1—4, BIUETTVT—3 3 % RE
FTBERBDMECEINT, VT HINBEEADEZ DR T ICARBH., S, P51k, FHMEETZTOEREY— I EHELE
a_o

15. DA VLAT A AL AO-NIVIUFRYNT =5 (WLAN) . PHERRA SN, BLUDAILZIFA T M RT LD RSB HIfH.
B5iE. IETE S 3 (CfEREN3T0EREY— L ESHELET

16. 719> MOEAREHIHE SAFLETTVT =23 THIYNDSATHAIIN (VERL. (R, FRLE. HIFR) ZREARACEIEL . WEENCNS 2 ERT IS
B/ RICIFEZET,
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5.2.1.Foundational CIS Controls - ZJ7DHtE
COFHMEE. EE2ICR9 Foundational CIS Controls ®OBRCEDCAIEZITL. I MR SR OIRIEOMNRT 3> % Foundational CIS
Controls O&IBEEHCE(RUELR.

CISvT Fowndational

14, M B p#aut

A

15 -7 Le Z P2 I

16, 7173 2 R i

Confidential P 18/46



5.2.2.Foundational CIS Controls - JAEf5REHEIZEIE
PATF (RN 25H%5 5 (&, Foundational CIS Controls @ 10 {EOZIEB(CELEFIFSNTHED, I MRSt ER AOHREEIEZ/RUT

l/\ig_o

N 27
10. T—H1E|BHRE

13. T -91RE&

14. MZWETED
TR

Confidential

=1 |
I\ T ARF S 215
a. SBICRYNI-IRIT
BENITDNENDDIE
=7/ AN s 1 R )
EE{bC &L TNy
DEEZRELTVET
n?
ES{LESTRMESIHOE
AN B % 5k
I BIEHIC. T—HIEE
ffizEMLTOEIH ? £
fo. INTOMESIE (X
LT, NS E D 3E%
ETUTVWEITN ?
RYRD=I I A F—23
JE H=N—=(CRFEN
TUVRIBEROINIVESE
DFELANNCEDWCGEH
INTVEIH ?

1=

Basic (1)
EEINTLAR
()

Basic (1)
REINTLAR
0)

Basic (1) =X
vyt x>
T—23V(3EA
ENTLRL

H#edZ

VIR IRAMI B 1T R 2@
T, HEEON\YI 7y T BE(REL TS
(A

RO EET -5y — A THERBHRZHR T
EBLICLTLIZEW SN ED 2 EZE
UTKIZE0,

HOFEET -9V -RAHLTRYNI -T2
JAZT—23>%BRAL TKIZEW,
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HREGR

Azure Backup

Azure Information P
rotection Scanner,
F—A1EKRBAIE. Office
365 VRN AT =454
N>, Azure Infor
mation Protection P
2



16. 7H9> bDER
I

16. 7H9> bDESR
&

—efbENZEREE ISy Basic (1) — T EBIEINEREA T oY NIA— L% HIZLT  Azure AD
TA=LHHD, IRTOF7 FRSINTLE <28,

TVg=2a2 FIMZA B W
SUIFIRICERAZNTY
FIN?

THhoNEEF, &7HD  Basic (1) 7 IRTOTHIVNESRAA—F—%IIT. E  Azure AD 7JTALE
SRDESHRIAA—F—(CL WU NOBIEN SRAA-F—/HEEA—FT DRIV eF 31—

STEMNTED, —F  BUNMNITIEE  vIL. EHVWTHI> MEIU-> 7y T U TS

HIRIORBURICRLE  >TOEE.E - W

THho> ML, B8 fEidnTug

BI(CHARREINER B LS(C
YRy TENTVET
2

10. T—%iEIAHEE

Confidential

HRRECE B AT LN EBIRY(C
I\yIPyTEn, MHAC 1 (D
(& AN DMREE - FEEEEN B LD
BEREONYI7yTTOLR(FHD
FIN ? \woryTid, KEEIR
RICRIOYA MERR(BIBFRICRES
NTVBRENHDFT,

Standardized (2) FE> IARTOIRTLZEDLIC  Azure Backu
AT LDy dEEENE N\ 7yTTOv2 %KL, p and Site R
D, VAR (IIBERY(TAREESN  UARPORREEAT>1—-)%Z  ecovery
TWws SRTELTZE,
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12. 1RFR OB RYRI=IEIAT—33UE & Standardized (2) H—/U O-JLEBIBRLAIVCEDE,
BB3O-IEFPBRLANIIVTIRATLZ  —EIVRRAOMDOHEDEEL AT LEDHEEL T,
DEEIBIOCEAHLTVEIN?  TWS

13. T-9RE WET - FFI2ENMILT/U  Standardized (2) #ZET HEBOIRTOT—HY—-IXT BitLocker. M
ARERIATI TINARETAR  —HAED—EPDIATLIT BEEZBIMELTIZEV,.  icrosoft I
IEES{EYINIIPHERALTVE LTEEINTVS RARA > hR—
ghH? Sp—
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5.3. Organizational CIS Controls

Organizational CIS Controls (3. ##0TOtREFHECEIELTVES . Organizational CIS Controls (Cl. ISO/IEC 27001:2013
IL—LT-)0fEEBRIAD.11ETAD. 2 1OFLANIY MO—ILAMEWETS . FEERIE. IT BLUT—FHNFRIEHELTHD., RS-, 2>
TIATIRNRAIER, HIUTFANS—DODEFHI NN -ENTLET, Organizational CIS Controls ® 4 DOIEEHE Addendum Controls
0 2 DOIEH. 2UTZOBEMNIE. ROEBDTY,

17. £F1UT(ICHI DR ERARIOTIRTOMEED L (ESRRETFIUTACHUTIYS A IITAIBO—IVEBLE) ([CBVT. I29—T51 XON5EYHR— 3l
WA LN -220T095 oy @EnBamIRslE. 2. BLUEEHFIEEL. £ryT 5L TEAIL. RIS — Bl T5> =20 . No—=24 . Bl E T 5 0%
LS BOTUEETBHOMAE TS HEIR - RITUET,

18. 7V —23>YINI HATRIRENIEY I NITFEBBUIEY I NITP O F1UT (51 THA IV E S, 4171 DS E%RSIE. 1L, EELET,
7+«

19. 125TOMHINEER gEapmR R, HEOMRNL ]‘L‘}L&b WEREDEFEDIER. BEFRYNI—IES 2T ADOFZREOEIREITH T Mo~ T35
ANSHFE (F5. EEINEO-). No—227, i8S, SEEERL) #RHTL. HMEOBRE ThCIHEEELET,

0. RATAPELYRF— WEREOBNLETIS %Y1l — N BIET, MBORANBIERRE (i, 0t A8) 2RELET.
Asa:g
AD.1. IT A)\F>X R CEEN BRI EN BT B 10T E T AN —DRYS — I — NI — RIS BTET. MEODERR L B A A EDHL
E
AD.2. T=51)\F>2 YZIR=ZDFTO-FIZED. BAZHBITEZIER (PID) (SEEL. T5ANS — (BT 35 B2 %0 TRALEY.
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5.3.1.0rganizational CIS Controls - 7D E
COFHM(Z. £5E(CRT Organizational CIS Controls & Addendum Controls AD.1 & AD.2 OBEMICEDCAIEZITL. I NHRRESHTE
¥ DIRTEDRT 23> % Organizational CIS Controls O&IBEECE(CRUEUR.

CISvT Organizational

.t U
sy rs

18, FL L Mr—2a 27 o P
Fallr

po e L o
QA i G CER

0 BATA RS Ly FF— LS

AL, IT BT X

5.3.2.0rganizational CIS Controls - FABEREHEEEIE
BUFICREN 2558555 (E. Organizational CIS Controls % 4 IEHE Addendum Controls 0% 2 IERICEHEMSIFSNTSD. b
UKtk ANOHERFIEZRULTVET,

rEYS E5R EF=3 Hed3 KRB
17. tF1UF74(CH IR tFaUT1ET5(N>—  Basic (1) t+ vF1UFTET5AN—-0EHE LET0T5A

M EEN—220707 TOUSLRHEIEZNTY  aUF(ETSANS  #REYIL TZE L,

SLDRE FIH? —OE#E_ET0
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19. 12372 MIGEE
b2

AD.2. T=H9HNF>R

WIRLR—MERK. T
—AUNEE, BIEEE. &
MOV, BLUTZa
-3 a BN EEN
JEFREDA > 7> bt
JSFHENHDEITH ?
PIRBECHVT, IAT
OXE(HTZT 97
¥EINIT I EBENME
LTEMBLTVEIH ?

I LFRAEINT
LV
Basic (1) P &S5RI FTUAZIBIEIZ2EANRRC>  Office 365 Adv
EOFHEIRY  STUMNIEFHREZERL. TNEEKLTC  anced Complia
FZ&0\ nce: Advanced
eDiscovery

Basic (1) F— INAFHFERFERIS—HETERULTERELTK  Azure Informa

HADIFEPSN)L JZ&0N, tion Protection
FFHEAINT Scanner, 7—%
AVAJAN 18%kPhLE. Azur

e Information
Protection P2

AD.2. T=H9ANF>R

Confidential

HEAEA (CH DB A4 E
TE3I1E% (PII) Hasl
SNTHH, IBEA PII
(CREIDRRAIDARHICD

WTBIELTLE I ?

E1ZE 22 MREm
Standardized PII LY R5%ZeEL. B DHSDD  Azure Information
(2) HREDXRA  BPEACHIARIRER PII 7—45%EM Protection Scanne

SATLADT-AER LT, r. T—EKRPHILE. Of
KK, BAZRE fice 365 7RIk
TE31EHR (PID O FT=AHNFURA, Azur
Rl (CEREHTT e Information Prot
Wdo ection P2
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6. $iliT — Nt

N DD RIBRRESHAR O IT BIFZAFv U USLEERICEDC (EF1)741) 790 T
ER

COIE#H(L. Cyber Security Assessment Tool (CSAT) (C&oTUREENF U,

6.1.1.CIS Control 1: \=ROIVEEDANNIEEIR
CSAT T3l —F(FUNESN T A LR EIB(L. [Basic CIS Controls - SRS LUHEE
FIE |([RENET,

6.1.2.CIS Control 2: YVIRNIIFEEDA >N NEEIR
CSAT £ - N\—>3 BB AT -9

ENDPOINT OPERATING SYSTEMS

No Data

Microsoft Windows 10 Enterprise

Microsoft Windows 10 Pro

Microsoft Windows 10 Pro for Workstations

Microsoft Windows 2000 Server

Microsoft Windows 7 Professional

Microsoft Windows Server 2008 R2 Standard

Microsoft Windows Server 2012 R2 Standard

Microsoft Windows Server 2012 Standard

Microsoft Windows Server 2019 Standard

Microsoft Windows XP Professional

Microsoft(R) Windows(R) Server 2003 Standard x64 Edition
Microsoft{R) Windows(R) Server 2003, Standard Edition

Microsoft® Windows Server® 2008 Standard

Microsoft @ Windows Vista™ Business

CSAT 5 - AD I2E1-97h7> bOBIE
AD AVE1—H—FAT> b @RI E1—5—F NIV b

FHhrhoz
EhrhI

BB FOT s IS4 7205

BB FOIT Tt —)— os

3088 EFPOT « I TRWIS 1P hos
3088 L7 &7« FTHVH—) (—os
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CSAT i - FATSADAT—HA
Consumed Consumed Prepaid Available Capability Status

Windows ARL—T4>J 325 (OS)

BR—MET (BHE®D) OS Windows XP. Windows Vista. Windows 7. Windows
Server 2003, Windows Server 2008 Ht&HanElUlc. CNSODARL—FT12IS AT A

(0S) DEXPEMIBELESTEZVERL T<ZEL\, Windows Server 2008 MOS % Azure (CFBE)
RLREREF 171 YR— MR IBNET,

LS —EESLIUR-NET (BhAD) BENFEITIHE. ERVAVEBRICKTTIREN
ECRDET, HIR—METER R HR—hENTORVS, BEAMESSIEICKT I 2 FHP
Y RJI 2N ENF R A

Azure ([CF31T79 5L, TFIIT H RSN, 1E3KD IT RIBZHIF I DLDOTEIE. EFEE. &
JEERMENESRNET ., BR—NMET (BhAD) YINIIVRBO7YIIL —R2Rial TIEE
Wo {98% B - YIR—METHRE ZIE2E0\,

BIC, YR—h&NTWS, RBBTEURII-IXTISAT7> MIEITUTVB L ZHESRL TZEW. Mi
crosoft Defender ATP 1> Azure Security Center REDYVINITI7Y— )V ZERHTBE.
I RRA Y NCA VAR IBHDT VT -3 %BEUPIRDES . Cloud App Security
REDY—=)UE, ¥ R—=IT I3 R7IVT—23>OER%ZIRET 2 ETRIIBET,

AppLocker ¥ Azure Security Center ® Windows 7J7U4s—>3> i, $&U Cloud App

Security (73DRA) ZEAIBIET. BFEAITFANIFVICASAN-INTERT TV -3
ZERIDIENTEFT,
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6.1.3.CIS Control 3: f#cHIMESSHEEIR
CSAT B - BHiAT—5A

Endpoints with missing critical updates

EndpointName Critical Important Moderate Low Other
SrvWin2008 4 25 0 0 148
SrvWin2012 2 16 0 0 84
PCWin10 0 0 0 0 21
PCWin7 0 0 0 0 1

Windows B0 5 ADIRRICEIT B3R

o EARLFIUFTMEIETOVSANMNBREINTULRVWIY A M 46 EfREENEUR.
TEIRIFECEFIUTMEETOI S L %O-ILT7I ML TR,

6.1.4.CIS Control 4: EIZHEROFEADEIR
CSAT 7 - Active Directory BI2J),—F

AD ADMINISTRATORS

Built in Administrators domain group

Domain Admin
Enterprise Admin
Schema Admin

Users with admin count

Domain Admins

Designated administrators of the domain

| @ Suspicious ~ ‘ @ Normal

Group info Group's member Computers
Username ou Enabled Is&dmin Pwd Expired  Last Logon Pwd Last Set  Bad password at UAC Threat |
EUDMAdmin CN=EUDMAdmin,CN=Use... 1 No 24-3-2018 25-3-2018 463 512 A Bad
Adm-Erik CN=Adm-Erik OU=EUAdm... 1 No 5-4-2018 24-3-2018 357 66048 A Bad
Adm-Wilfred CN=Adm-Wilfred OU=EU... 1 No 18-9-2018 24-3-2018 L] 66048 (¥) Probably Normal
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CSAT W - Azure Active Directory ®O—)l

I I R

Office 365/Azure roles Global Administrator 5
Billing Adrministrator 2
Sequrity Administrator L
Administrator acoownts that use MFA for acoess MFA enabled i}
MFA not enabled 12

ERSEOAT S AICBIT iR

Active Directory BI8%&

o BIMIEBERAIIN-TIZHOEREMEEENE U, COTIN-TOAVIN~
(Z[E RAA>TO>bO-5-0T)LI> MO—ILFEZENTVSE. X2\ —ER(FBIHERPRDH]
PRI2MBBNGDDET . NBOTHV> NeFEFRL. HWPHDI> MOREROT D> MeHl
BRUTLIZE LY,

o ZHORAVEBENRHENFLRE. COTIN-TOXIN-(CE RXL>OT)LI> O
—IVPEZENTWSIs. AN —E(SBIRERIRDFIR I D BN HDET. TNSDT7HTI>
MetEEBL. BBV 7N MORFEROT NV MeHIBRL TIEE W,

Azure Active Directory EIE&

o SHOEBENZSHIREINELL, COO-ICEDHDI—T—(F 5 AKBNMEENT
9. INBOTHI> NEREFRL. W7 HT> MORFBERO7HD > MeHIBRL TUZEL,

e 12 {@) AAD EERE(CZERIBINBEMIEENTVEEA. IRTO AAD BIFEE(C A
zure MFA ZZEHEU TZEL,

BIEETHVD NI RYNI =), FRESRTLAVOEET —SICTIEATESD. BEORYNT-T

(CBVWRIZBIBLET . EDO, BIRBDEZ TS IMROEIRIDTEMEREINTT ., FI. 4F
T N> SOWERRZ TERRR(CHERR I 2O TR KR I 2 L2 HENIDLEFT .
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6.1.5.CIS Control 5: \—=ROI7HLNYVINIIFZDOTF 1713480
CSAT B - IVRRA > MO F1 748K

Endpoints with LM Compatibility lower than 5 50
Endpoints with RDP enabled without NLA 28
Endpoints with PowerShell execution set to Unrestricted 81
Endpoints with SMB V1 enabled 124
CSAT £ - LZANIRE >
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa Imcompatibilitylevel
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\LanManWorkstation\Parameters RequireSecuritySignature 0
HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon AutoAdminLogon 1
HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\Winlogon AutoAdminLogon
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\LanManServer\Parameters RequireSecuritySignature 0

CSAT £H - LPAN)I1-Y-
HKEY_CURRENT_USER\Control Panel\Desktop ScreenSaverActive

HKEY_CURRENT_USER\Control Panel\Desktop ScreenSaverlsSecure
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MEss R —EX0 T 17 RAERK
o SMBvV1 NEMMEENTVRWVI> MRS M 124 Ef&HEnFU.
tFa)Fz@b 9 3(C(E FTULWIN-23>0 SMBV2 £zl SMBV3 %
RT3t z2HENHLET . GPO #88k. Windows PowerShell, /=
(¥ Intune %fE>T SMBv1 Z#EMILITBENTEET,

e NLA RUT RDP BERMESNZI> FRA> M 28 fEtRHENFLz HE(EU
T, BEXRO RDP IV RRAYRTUE-IYS 20D NLA ZB3MET D0 Y>>0 R
DP ZEEL TS,

CSAT (&, —EBEOVI eI -LOANF-Z1&BULFET . INESNT 2RI I R
DF—ZZEI B LZHENDLE
e LMCompatibilityLevel Zz. —/\-T(& 4 Ffzl& 5 (. T—IRT—>
ATE 2 Feld 3 ICBEL T,
o NTLM N-23> (0~5) Z LI, TF1U71Z2chELFT,
e RequireSecuritySignature %z 1 (CEELTIZEL,
o DTS —ZREIINTYNBZIBLIGEELET.
e LimitBlankPasswordUse % 1 [CZEBEL T,
o NRAT—=RHZE(CROITWBTHI> NeS X7 LTYERK - #1593
LETEFE A
e ScreenSaverActive & ScreenSaverlsSecure % 1 ((ZEEU KL
(AN
o fERAPTRUSATLZOVILET, RV)-t—-/\-%Z—TEH
BN RD— MRENEEN T BLIGERET DL T, 14
(CYDIBHY(C T I EATEDRAEGED AN BT HIVIGHEEE T —4
NREURBWISICARETDIENTEEXT
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6.1.6.CIS Control 6: X>7F>X, B, BLUEEDT OO
CSAT ti73 - AD OARIER/ XD —RatAT

AD BAD PASSWORD ATTEMPTS (ENABLED ACCOUNTS, TOP 5) -

$-1-5-21-2324591617-2130959701-1352041874-1332 246246
5$-1-5-21-2324591617-2130959701-1352041874-1254 85363
$-1-5-21-2324591617-2130959701-1352041874-2640 76857
5$-1-5-21-2324591617-2130959701-1352041874-1666 36246

S$-1-5-21-2324591617-2130959701-1352041874-500 6432

AVFFIA, BR. BLVEEDY OSRICEET 5
o ARIERNRD-RTEELRITINTVSIEMREENELZ, DFD. 7HDUY MIIRED
BREY(CIROTVBRIBEEN'BDE T . 7hUY MetEER T 2 L2 HEHLET

J\YF T DURIEFEFNTG BIdIC AEROT A ZEAR I IMENHDE T, BIENRIECE]
IRRHIZERF3(C(. Azure ATP Fzld Advanced Threat Analytics (ATA) %=
RKI3=HEHLET . IOVttt il7VY1—a zERINE SEEFR (AD) EIC
WIRERNBIEECRDFET, Cloud 1—H—-0i54&(E. Azure AD Identity Protection %
BAELTZE,

6.1.7.CIS Control 7: E X=)LBLY Web J3IHDIRE
CSAT £ - E X=)L® DNS

ey e ] s

SPF record v=spfl include spf_protection.outlook.com -all
DKIM record Mot found
DMARC record Mot found

6.1.8.CIS Control 8: L1735k
CSAT B - DA AMROBIE

Windows Defender®# =it viE— ) (— 2 Fafir =
D1 ILAHFEER LB 54 P 2 B Foa 2 b

BWI-JLATEROT Pl 2 -
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Flag  Machine/IP Operating system AV Name AV Type AV Status AV Definition
M Yottt e FE—

@ Winzo008PC Microsoft Windows Server 2008 R2 Star o ay api+ UNKNOWN UNKNOWN  UNKNOWN

@ T a7 [ficrosoft windows 7 Professional Microsoft Security Es.. AUTOUPDATE SE.. ON UP_TO_DATE

MENTO2 et s v

YMEU-Win19-06 Microsoft Windowss 10 Enterprise N windows Defender AUTOUPDATE SE.. SNOOZED  UP_TO_DATE

(@ VWiLRraescAws  Microsoft Windows Server 2016 Standa g ay api- UNKNOWN UNKNOWN  UNKNOWN

o Microsoft Windows 10 Enterprise Windows Defender ~ AUTOUPDATE_SE.. SNOOZED  UP_TO_DATE

Winzo12ec Microsoft Windows Server 2012 R2 Star «njo av apI* UNKNOWN UNKNOWN  UNKNOWN

. Microsoft Windows 8.1 Enterprise Windows Defender AUTOUPDATE SE.. SNOOZED  UP_TO_DATE

VMEU-Decore Microsoft Windows Server 2016 Datace .\ oy api» UNKNOWN UNKNOWN ~ UNKNOWN

VMEU-DC2 Microsoft Windows Server 2016 Datace «g ay pi* UNKNOWN UNKNOWN  UNKNOWN

YMEU-MeMTOT Microsoft Windows Server 2016 Datace .o av API* UNKNOWN UNKNOWN  UNKNOWN

VMEU-Win10-01 [icrosof Windous 10 Fro Windows Defender ~ AUTOUPDATESE.. SNOOZED  UP_TO_DATE

CSAT 7 - S EENEI( VAT R

EndpointName  AvName AvStatus AvType

Srv01 *No AV API* OFF NONE

Srv02 *No AV API* OFF NONE

SQLDBO3 *No AV API* OFF NONE

SQLDB99 *No AV API* OFF NONE

Web05 *No AV API* OFF NONE
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NIV 7RERICRIT LR
o JAIIZMRNMERNLESNTUVBD, FEHSNTORWIY RRA> MY 5 1E
BHEENELUZ. INBOYS 2 OIA I AR =2B/IMEL T2,

TN ZAHRDAT—H R FERRCFIVIL. IRTONS S TERIDTA I AT RIERITLTVSIE
ZhEER I DL HEIHLIT .

DA AIROER (. CHIRDRIENSIRE ETA IV AZHR S 2RHIAMIEORVITED 1 D
_Ga_o

6.1.9.CIS Control 9: RY~I—IDR— K, TORIIL, BLUH—ERDHIPREH1EH
CSAT £ - D747 IA=IDAT—HR

BRI P A FIA—IEF DI Pl 2

FQDN #IN #0UT Domain Public Private Threat T
Win2016_Clean

192.168.150.21 129 81 @& El: & A Bad
192 16815051 e @R e B EN:EB Ac

192.168.150.51

T7ATIA—)VICBI T LR

o 1 DB E®D Windows J74 7UA—LIMEREENTVSI> 1> byt 518 fERiHEN
FUIL. BN OITPATIA-N BT BEEHBHLET

Windows J74 74— REGEDERE NS T1v)%ZiBU THLAYI B MM DOKREIE, J— LA,
FLEZOMOBROSHZTOISLRE, WARRKY NI -V BIB I DEFHEMANTREIZRYND
—JIENSIY IR MeARELET . BERURSUDEEA Y MRy NITPIER S 3L Windo
ws B—EZFR@Y - RN-F17 TV -2 OS54 FI AL TRESN TORBVIY RRA> hETz
(FH == (&KL, ASAT DR REENDDET

6.1.10. CIS Control 10: F—%1E|B#4EE
CSAT T(3#fiT —Y(IUNESNFE A #HEZEIE(L, [Foundational CIS Controls - #&HFER
BIMHREIE |(TRENET,
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6.1.11. CIS Control 11: RYrI—=IF N\AZADF1T7R2HER%
CSAT TIHfiT —AIUNESNFE A #HEZEIE(L, [Foundational CIS Controls - #&RHFER
BIMHEREIE |(TRENET,

6.1.12. CIS Control 12: EROMSH
CSAT TIHfiT —AIUNESNFE A #HEZEIE(L, [Foundational CIS Controls - #&RHFER
BIMHEREIE |(TRENET,

6.1.13. CIS Control 13; 7—49{%:&
CSAT X1 - BitLocker BES{tDAT—HZ

ENDPOINTS

Client Endpoints without BitLocker encryption

Server Endpoints without BitLocker encryption

Machine/IP Operating system AV Name AV Type AV Status AV Definition Bitlocker Threat |
WinVistaPC s Wherosoft® Windows Viste™ Ultimate NONE OFF UNKNOWN /A Suspicious
VIMEU-WINT-01 Microsoft Windows 7 Enterprise N NONE UNKNOWN  UNKNOWN @ Unknown
Wi 0147 Microsoft Windows 7 Professional  \jicrosoft Security Es...  AUTOUPDATE SE.. ON UP_TO_DATE (@ Probably Normal
VMEU-WINT-02 Microsoft Windows 7 Enterprise N NONE OFF UNKNOWN (D Probably Normsl
VMEU Wini0-08 Microsoft Windows 10 Enterprise N \yindows Defender ~ AUTOUPDATESE.. SNOOZED  UP_TO_DATE @ Normal
VMEU-DCCoret Microsoft Windows Server 2016 Datace «y, v apre UNKNOWN UNKNOWN  UNKNOWN @ Normal
YMEUDCZ Microsoft Windows Server 2016 Datace <, v api- UNKNOWN UNKNOWN  UNKNOWN Yes @ Normal
VMEU-MEMTO1 Microsoft Windows Server 2016 Datace «y, v apre UNKNOWN UNKNOWN  UNKNOWN @ Normal
YMEU-Win10-01 Vhcrosoft Windous 10 Pro Windows Defender ~ AUTOUPDATE SE.. SNOOZED  UP_TO_DATE @ Normal

CSAT i1 - Office 365 DHIE

OFFICE 365

Pl oAb

a0 —H— @)

AP AT

T—HRECEIT B
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BitLocker BES1t,
e BitLocker BEES{EHIBRNTRUISA 7RI RRA> MY 198 fEiR SN EUR,

o BitLocker BES{ENBERITRVG—/{-I> FMR1> MY 361 EigitENFUR,

ESAEENTORUVW\=RRSATIZE FINAR/Z AT A T — MY Z R Ui a0 R (C
WOIIFEC, T—HZKRIBIAINGDDFT . BitLocker T/\—RRSATDEESILZBERI DL
T\ MRFFEEHT A ADT —HZIANNERURE T BN TETT . TARAVESIF T—
HAN=SADARIEPIEADMLE(CERETY .. PCI-DSS 1° GDPR REDQ—EBORHITIE, 77—
SEESIEOEANEREINTVET . HET —IZRFFISIY RRA> KT BitLocker ZBZMEL
TLZEL, Intune LIS I 3L, BHEF—Z—nEETEZ @, BS{EXT-YZADREEZFN

LIV FT,

6.1.14. CIS Control 14: F2HE(CEDIKTI X
CSAT B4 - IR NEE

Path

m
=
=3
o
A
=
m

ADMINE VMEU-Win10-06 Remote Admin Disk Drive Admi

IR MR

HBLIMEZET -INEENZHBENBDET ., 1-H—1ER%ZIBAL. TOIEECA—FT—%ZDY
TRHDFHEDERRZHEIDLES . NZERANCEMT DL, I-T—CERIERNISZ5
NnTVsh. I-Y-HEEIRETRUVT —INFRREINBVELIITBOTVINZHER TEE T,

Threat T
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6.1.15. CIS Control 15: D4V L A7t X

CSAT Tl -2 IUNESNFH A #3ZSEIA(L, [Foundational CIS Controls - & FER

BIHEREIR |[ORENE T,

6.1.16. CIS Control 16: 719> bOEZFR L HI1E
CSAT X7 - AD 7hHI>MDAT—HR

AD ACCOUNTS

Enabled Accounts

Disabled Accounts

Enabled Accounts no login more than 30 days

Enabled Accounts no login more than 90 days
Enabled Accounts never logged in

Accounts flagged as bad

CSAT &7 - AD 1—5=T7h0>NI#IT3T (BRI 7HI2H)

AD UAC DETAILS ENABLED ACCOUNTS

Cannot Change Password
Don't Require PreAuth
Password not Required
Password not going to expire
Reversible Text Password

Smartcard Required

Use DES Key Only

CSAT H73 - AD JNAD—RR)>—

PASSWORD POLICY

Max Password Age 10675199
Min Password Age 0
Lockout Duration in Minutes

Complex password required

Lockout Threshold

Password History

Min Password Length

Confidential
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CSAT i - AAD S8 1—5—

Chakir.Borsboom_outlook.com#2EXT#@expanded.onmicrosoft.com
Doeke.Moerman_outlook.com#EXT#@expanded.onmicrosoft.com
eriko_gssolutions.ni#EXT#@expanded.onmicrosoft.com
Peggywan.Amelsvoort_outlook.com#2EXTF@expanded.onmicrosoft.c..
Renee.Towell_outlock.com#EXT#@expanded.onmicroscft.com

wilfredh_gssolutions.n#FEXT#@expanded.onmicrosoft.com

Confidential

Chakir.Borsboom@outlock.com
DoekeMoerman@outlook.com
enko@gssolutions.nl
Peggy.van.Amelsvoort@outlock.com
Renee.Towell@outlock.com

wilfredh@gssclutions.nl

Yes

Yes

Yes

Yes

Yes

ll

Yes
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Active Directory 7HU> b

e 90 BZEBATOJAILTLRWIHU> M 318 EigiEnFLlz, IN5OT7HD> M
FEERL. RAEFRDT N> M EL TIZE W,

e 521 EO7HI> SIEIMEESNTVET . CNBDOT7HI> M) -2 Ty TUTIZEW,

e 256 B0O7HU> KT, [Password Not Required (/{2AD—REHEHDFEA) |
BMENMEMEENTVEY, COIFTHHdmE. NAT—ReZRMcUicEE7hY> N0
ADFRENTEET . INBDOT7NT> NEFESRL . BIRERIZ S (I DERTE (FHIBRL T2
Vo CORENERE(CF. IT EIEEN PowerShell Z{EATIHENGDDET

IRTOTHIY N FFIHFHETHD> MU, Azure MFA Z{ERU TS ERBEE (MFA) %3
KIBEEHEIDLET, MFA (F. 7HIONIOT A>3 3leC1-HY—&L/NAT— R, £
1 DOFEGRENEL S DHEET. T AICERMEINS SMS 1R, E5E. AVN—M1—R (RIBFE
(IYPEB) | FIEFEMRRIET A ARENMERETNE T, MFA NMELICBOTVBIEE. T4y
A=) TN - IA—RAKLERETTHIO M-S -ZENRT- RMEESNIHEETH, EE
(& 2 DEOREEZ5E T CERVEH. ZBOTHINMCTPICATRENTEE B A

AD J\ZT—R RS —

TR = RRUS —ZROLSIBHERENDRIEKICEDRE TBM I 2 L2 HEIDLET
1. )\RO-ROBZNEARH: 60 H Fit(& 90 H

JRAD—-ROZEZAIFEAR: 1 H.3 B . &d 7 B

Ov779 MNAfE: 30 D& 60 73

EHEOBMZRBILIBENGDD/(XT—R: B (true)

7HhU>hOOYI7IRDUEME: 4 EIFE 5 BIOEMNROTA>4T

SO —RRERE: 10 fEFf(F 2448/CX0— R

ST - ROFRNXFE: 8 XFF(F 12 XF

S

TN NeARFES BIC(E, MO TEMB/ AT — PRI BENAHRTIN, S50, SEFRETEL
ZfEFAT3ILT. 2 DEOBLERESIKCEN TEXT.
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6.1.17. CIS Control 17: tF+1UF<(Cx93EMmE _ EEN 220 T0I 5 LADEE
CSAT TIIEiT —AUEEN £ B A, #EESEIA(L, [Organizational CIS Controls - #&HFER
BLUHEEEIE |(CRENF T,

6.1.18. CIS Control 18: 7 U —33>YIRI1 74174
CSAT TIIEiT —AFUEEN £ B A, #EEEEIA(L, [Organizational CIS Controls - #&HFER
BLUHELESEIE (RSN,

6.1.19. CIS Control 19: 41237 > M HEEIR
CSAT T34l —F(IUREENF A HEEZEIR(E. [Organizational CIS Controls - #&HFER
BIUMHHEERSFEIE [(TRENE T,

6.1.20. CIS Control 20: RATANLYRF-LES
CSAT TIIEiT —AFUEEN £ B A #EESEIAL, [Organizational CIS Controls - #&HFER
BIUHEREIE [(RENET,
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7.438% A - #EIZFIUFT VI NI RmOIBIE

ZOLR—MIE, COFHmTHRESNETF 1T ORBIREOAERICIEII THNS Microsoft HEh* 1
LU EHNFT, WHREROEIE(CDL\TIE. Microsoft HECfIAUTOIHAIN—-tF1UF1 UT
FUOR P=FFI0Fv | 2ZEEEV, s@AUL TR RSN TULRIER(L, COLR—NTHEEZNTWVS

BRTY,

Cybersecurity Reference Architecture
ApA 10H) - kol o VTN Wik Sesordn | Dok

Hi#8: https://aka.ms/mcra

COLR—MIE 973D REF 1T DIRREZNZE T B DR INZREMERSENTLET . Mi
crosoft Cloud (C(&. XS FRIACIRATERATEILEL RIS M F 1TV 1 -3 MR EEN
TVWEY,
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8.13i% B - HR— MET R

ROYR—MET EmMREHESNF U,

WINDOWS 10 1703 |

ROYR—MNETRIEOREIMRHENFUE,

WINDOWS 10 1903
WINDOWS 10 PRO 1809
WINDOWS 8.1
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9.{3ix% D - FHiliDEEE

9.1. 737 ReF1VF(HEDBR

ZEOMRMECERRIC, I MIKRASHARE. B/ (LT /(2O HEEE IV - rilRy
hNI—JDFZE, BELENTLWRVWT —IDRRIMER, J5TRET AN —REIOTURIZEARE,
IT PENMSHEBEUTWSER M > RCEDIHATVET . IOVDEIRTODE (L. BREOEHZE
DOICREZZIITED. TF1VT1T0I S LAERBNEHNCRERHEZSATVET,

Center for Internet Security® H2xFLTLS CIS Controls™ N\—23> 7 JL—LAT-90 3
DML, (Basic. Foundational. Organizational) (CEFN2t+1)7+3> M I—ILCEDVWTE
K3 Cybersecurity Solution Assessment (L&D, I> MBS EROET1YT4TOI S A
DRFAE (CBE T 2MEEHILE 1 -2 ERRLE T,

739 ReF1UTAFHEOBRG. ROESDTT,

o TRENCHEINITET. IT BEZREL. BFOI5VREFIUT(R
KIBLHDEBOBRICEFISIL.

o J3URMEFIIFT(OEELL TEGHEENZEOTF1UTIL - L0
W RITFIIFTOMHERENZREKNCEDETHEIBIL,

o UL HEMR. BIUT-HRELREODEFICHITBAEBI> MO—ILAELDIUT
ARIVERBIFIRIONT, TF 1T E TOTNNDISTIEIRZETEIT 5
to

o IT RIBICEATZAM Y- E1—LZDAFr > RIARE SN TR ZEICHESE
FIEZIRHI DL

o J3VNMEFIIT/ICRIES SEAREEZABCT L,

o FERROEZE(CEODVWTBFRIBLMIEINTET I3 )A Nz, 8D
I3 REF1)74T0J S ACBWTREEAR RO - Ry TEL THERATESY
AREUTHRRR T 3L

9.2, 41NRYNY-)

OO MNIBKRRESHER O IT A2 TSANIFrOIORYNAE (FititR i yy) 2EiEd3 LT,
M. AT, LIR—MDIBIREL TERTS 1T EELIRTEDIRRZHITE T B1H(C. Cyber Security
Assessment Tool (CSAT) MMEREINZFUE,.
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9.3. Cyber Security Assessment Tool

Cyber Security Assessment Tool (CSAT) (&, #BEENMITF VT IF/\-NILOTHFE

ENYINII7RET. O+ 17 ORIRZRBGHAL . BRCEICIEFIRZIHEEIT D
EZENELTVET,

COY-)UIE, IT BBICEENZI MRA1> M, Active Directory. $&U SharePoint Online 3¢
ZAF02U. BETZT—AZINELET . e, 7o —MERL T, RUS—P02OMOFRIEECE
33T —HEINELTVET,

QCSAT

HEHR(E, TFIUTADRT—HRZEFLCREHER T 275752 KHDTVET . HAD IT 1>IFARSY
F ¥ Office 365 HM5185N 27T —F%ZE(C. MEFSHZIEELZV\EEZTVET . QS solutions D
Cyber Security Assessment Tool (CSAT) Tl&. BEIAF v EDHICLOT. INHDIEHRZTR
MU, ZBICZORERZFIALT, Bl TF1UT1 2B I DI DIEREIRLIGEAN R T 73> T3
SRFEDILUR— MR T BENTEFT . TF1)T1Z2RARICRIEL. TF1UT (T 24D
BRI REDHEA%ERT L TRIBERSETI. GDPR & AVG DREFHIOEmHSE. CORDIEADE
EHFEFOTVET,
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10. 3% E - SHlDE=

10.1.(3U®IC

WEROAYTVZREL IT A2 TSANSIFrEITIRTSY NIA— AU A TU R 1T BB, %
ORERBCHVWTRERMBREBRE RDFUIZ, INICED, 750 R+ 1T OREOEEEILAL TOE
T, IT TF1VF/(CHTRERDE RT3 AERICER/\RTEFRITHIEMFEALTIN, IER(C
BROERE TEBRBOMEEMLK, 1T, TUTELTELIBI5V RORFRCENTE. BEP+DERFE
AFEh, BROEEZFREITDCE, TFIVTIOESKAA—F - BIUHBHEREFIYT((CERS
NBLAIUSOWTOBRIERIE RN E BRI IIDT T,

TFIUTOFEDILRICAEV BEBFELCBVTUTOLICKERE( XSS HOBRIEURY
([CEDE. BEL3I5VRF1UT1T0J 5 AERIK I T T ENRHSNTVET .

HED IT B8 B IT B8

[ZOUTRF7 1 1EHAN-IE5E BAN=Z)\A YA\ -5

BAOHAN-IETeE KIER) \wh—EHICLD. (XEFREEIROVY—-R%
BMELR (BN ARDHY—(HE0iEE

JA—F1> 500 HOZEFEREANDKE FINMEREEED, HOPIEFETII—ZIFH

TEMBOD. BECEEINET/)AX (3F) EEMZRO BYOD (Bring Your Own De
vice) > CYOD (Choose Your Own Device)
R —

ESRZ /R LOHBEEE K TN — IR (G0

IT EEZREIZHOTF1)T1EREE TIANS— %R T IIHDT —IRE

IYRI-T-0FKREZRICE(ELTED. A4 NEKFEED. BT F1--0BEDIS
DR —EXDERREREZDY —ERCL O TREZCEDRVAIREE(CE I - -DERICL O TR

ESNTVET ., 7-7EF SESEMGPIICRFENDLSCRD, 1-H—(&, WO TEEINSTE.

HEWBZTI\A ZANBTEDT —HET TV =N TIEATEREZAFLTVET . CORIRICHL
T, B IT RIBOEEHSDIEPDIHARENB LI oI, FilcttF1UFT(URINEFNT
WE9,

31U, BN EE I 2BRIEVATICHEXUTVET , DFED. @8R+ 1UT/(FFELRV
DTY. HdEMEOTRVWESZDEE. BIDOHTIRBERIEERDIHZEDHD. H5DDHREICE
RATE3tF1UTT0ISLREFREVERA. IOk, EFIUFTDBREE 1T VRIS 18

EICIETBICE RFAE(CE KT TO-FhMEIIE5ET .,
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BIERIREREF YT IL— AT I T3S, TF1UTDIHERENDEEK (BT BLohDEL
EEBENMNETY, 0. 75T ReF1)71FHif(C(E. Center for Internet Security® (C
IS) (http://www.cisecurity.org) HABILTLVS CIS Controls™ (v7) t+iJ)71JL—LA
D—-IOMERENTVEY. &% 1R E - SHEDB=R

77 REF2NFTAFHETE, 72— NMCBBEZVWIKZET, IO IR OU50ReF1U7¢
RELANDSEIEESNTOWEYS ., COBITE(E. [Basicl. [Foundationall. $&UTOrganizational
&LV, CIS Control™ (v7) £F1UF1IL—AD—=900> M=)V RALCHIFDEERZ T RICE K
ENTLET,

72— NeBUISRIEDEN . O> MRS O IT RIENS, BEMEOHZIF1)TBET —
FHUREENTVEFT . D, 727 — MeBUSBIERER. BRENURELET -0 HICED, IV Y
MKtk 0730 REF1)T71T0T S LEREKEONEZRDIDORERER. #HEEIE, 792327
17 L BLOIVA N ENFEA0- Ry TMRHENTLET.

10.2.3> M-IV —-LD-IDER (CIS)

COtF1)T4IL—LT-9(F. 3 DOTEB THEREIN TLEY, CIS Controls™ (v7) (&, EEELE
REMER(TEZT7 I X NAGE IR T DI DICRRIFRIC BN TVEY . EREHEZEERL T
TOEEZEHTF I Basic|I> MI—ILNBIAED. IT EEZRE T 2 L TARAIRNMDOEERIIHRE
H/)\—33[Foundational | 1> bO—-)Lh%tEE 9. &5(C. [Organizational |J>~O—)L T, #8
W25 RBREINSIRE I BIcs(C. FEIER THEAINAI> M- 2RV TOTAEFHE (BT
BEMEHEINFT,

CIS Controls™ (v7) (&. VRVFHMOBEZ(C (PR 7IO0-FHERISD) 12=7B7J0-F
ZEEALTVET, CIS Controls™ (v7) (&, #EBEMEERREDIFEDI> A —T514 XDER NS T
B B ZABAROURTFHEZERL THEMSNTHED. KIEFETIESNILNIEOBRERE
SSME(CHUL T, BUF. R, BLUERNSEF O AMERFPIRI - T UIHIEREI2E
MDTY,

CIS Controls™ (v7) (. RE—HREIRINE)(I—JCEDVWTHD., BUFEEROIFR(CIRA LIS
1ZFACEOTHERZN. IFR(CEV—RARICL O TEHLEEINTVET, 20, BRMDIEEIC

BV OEDERVEEBLLTHREINTVET ., COIL—AT-I(F, S3ENR IT LU+
DF(URADEEIL— LAT-DICESFHENDZHDTIERL. CIS Controls™ (v7) Tl&. EWLW/ILYSE

RIRDMMES ., DEOEITRIEERI> MO—IVICERRZRD., ENSZ2EFXLTVET,

7359 ReF1UF 45l T(E. Organizational Control fEiZO#HEEL T, ISO/IEC 27001:2013
I — L SFEESNIEREELAILOTIY M-IV 2 EHLI(C CIS Controls™ (v7) ZHasY(THLEE
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LTWEY, BZTRDNBERIE IT 2744 /\F>RACBEELTEN, RS —, T34 TR YR
HEIB, BLUTIANI—ODEFHNHI—2NTVFT,

10.3.SOM £7)b

COBFZIER T DD, I57 REF YT @G, BRFVEETIINZERL T, IRLERPHREEIE

ZIRMEUET, Microsoft (Security Maturity Model v1) HBEFRUEROETIVCEDE, Soft
ware Optimization Model (SOM) &—BF2AEETINZFERALTVET., UTORIE 2D

RRFEL AN ZERBAL TVET,

Reactive Proactive E

Level 1 Level 2 Level 3 Level 4
Basic Standardized Rationalized Dynamic

The program is The program is
holistic and fully strategic and
operational and the optimal and the
risks of a risks of a
cybersecurity issue cybersecurity issue
are moderate. are minor.

The program is The program is
tactical at best and proactive and the
therisks of a risks of a
cybersecurity issue cybersecurity issue
are severe. are significant.

SHOFTERAATE, HEBORIERADTICIOTREDFT ., (FLALOTOTINAIL 3 THOTH. 1
2OTOLANLAIL 1 THRIBE. EEEEOHmELAL 1 (CRDFT,
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